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Abstract—Considering the current capability in hardware
design, the wireless power transmission (WPT) enables the next
stage in the current consumer electronics revolution by prolonging
the lifetime of devices powered by batteries. Recently, Information
Harvesting (IH) introduced a novel mechanism for wireless power
and information transfer which differs from existing far-field
wireless power transfer and simultaneous transmission of power
and data protocols. In this paper, a new IH mechanism which
relies on quadrature spatial modulation (QSM) is proposed and
the simulation results demonstrate that the proposed mechanism
improves the secrecy at information receiver and provide more
harvested energy to the harvester.

Index Terms—Wireless power and information transfer,
information harvesting, information seeding, secrecy capacity.

I. INTRODUCTION

In the sixth generation (6G) era, Internet of Things platforms
are required to support massive number of devices and to
tackle energy demands in addition to existing challenges of
massive data content. Wireless power transfer (WPT) introduces
a revolution to consumer electronics by providing ambient
energy resources enabling battery-less infrastructures, which
can decode the messages, passive RF identification (RFID),
and machine-to-machine solutions. Nowadays, zero-power
communication technology has also been emerged as the next
logical step in the future networks which promises information
transmission where its energy is harvested from surrounding
radio frequency energy without the need to replace or recharge
batteries [1]. From this point of view, the different integrations
between WPT systems and wireless communication mechanism
seem inevitable in the near-future.

In far-field WPT systems, maximizing RF-to-DC efficiency
has been the primary focus at the beginning and from this
aspect, rectenna is the principal element in the procedures of
converting RF waveforms into dc output power. Furthermore,
the efficiency of energy harvesting also depends on the choice
of WPT waveform deployed at the wireless power transmitter.
For instance, it was shown that deploying a multi-sine waveform
increases the efficiency of RF-to-DC conversion, so the output
dc power [2]. In addition, it has been shown that with the
help of passive reflective intelligent surfaces, the output DC
power can be maximized further by jointly designing the
active transmit beamformer of the transmitter and the passive
reflecting beamformer [3].

Rather than only radiating energy via RF signaling,
incorporating data communication into power transfer emerged
during the last decade. This is mainly referred as simultaneous
wireless information and power transfer (SWIPT) for RF-based
systems [4] and as recently simultaneous light information and
power transfer (SLIPT) for optical-based ones [5]. In those
systems, the power and information components are mostly
separable from emitting signals over different domains, which
can be the energy domain (power splitting), time domain (time
splitting), and space domain (antenna splitting) [6]. From this
aspect, a trade-off exists between information transfer and
energy transfer in such systems. There is an extensive body of
work exploring different preferences out of this trade-off [7]
and the simultaneous data and power transmission studies can
also be found in commercial RFID systems, particularly from
reader to RFID tags [8].

In order to secure ongoing data transmission, it should
be kept in mind that most devices are simple nodes having
limited computational capabilities, so the complexity of
encryption-decryption procedures is beyond their capabilities
[9]. Sending information and power at the same time makes the
SWIPT mechanism limited in terms of the received power and
the circuit complexity. Results in [10] demonstrate that power
transfer efficiency drops dramatically over the transmission
distance in such systems with security enhancement in the
design. To address this, a distributed antenna-based SWIPT
protocol was proposed [11]. As an alternative approach,
creating a modulation signal through a vacant resource
block of communication in an orthogonal frequency division
multiplexing (OFDM) block has been also proposed in [12].

In order to prevent power transfer efficiency loss and other
security concerns resulting from different sensitivities of energy
harvester and communication unit, an alternative approach
which enables information transfer on top of existing power
transfer without disturbing the ongoing wireless power transfer
mechanism, so called Information Harvesting (IH), has been
recently proposed in [13]. In this way, without sacrificing
the range of power transfer service area, information transfer
through WPT can be implemented by encoding the information
into indices of transmitter entities as in index modulation. In
principle, the IH framework consists of two cycles where
information seeding cycle aims to embed the information bits
into WPT waveform without any termination or disturbance in



existing harvesting activity and information harvesting cycle
refers to sense the variations occurred in information seeding
cycle at intended receivers. The generalized space shift keying
(GSSK)-based IH mechanism and its performance in terms of
secrecy capacity and average harvested power was investigated
in [14].

In this paper, a promising variant of conventional spatial
modulation (SM), quadrature spatial modulation (QSM) is
adopted into the IH mechanism. While the QSM exists
in many index modulation based implementations, the
technique has been also recently used in next generation
concepts: reflective intelligent surface (RIS) assisted ambient
backscatter communications [15] and millimeter wave
(mmWave) communication [16]. Within the context of IH, the
QSM-based implementation activates two layers of antennas
to transmit two WPT signals, real and imaginary parts, in one
symbol period. For complex waveforms, M -QAM and complex
Gaussian signals are utilized and the simulation results show
that QSM-based IH favors not only the secrecy perspective
of the information receivers but also the amount of harvested
energy in energy harvester (EH). Also, the results illustrate that
the performance obtained from the proposed mechanism can
be improved more with proper selection of the WPT waveform
and integration with physical layer security solutions.

II. QSM-BASED INFORMATION HARVESTING MECHANISM

A. WPT transmission model
The proposed mechanism is illustrated in Fig. 1 where the

WPT has Nt transmit antennas in total and the available
information block is mapped into two transmit antenna
activation vectors, to determine which Na antennas out of
Nt are used for emitting the real and the imaginary parts of
the complex power transfer signal such that Na ≤ Nt. It was
known that the maximum number of information bits, η, can be
mapped into the transmit antenna indices for GSSK modulation
where a WPT signal is transmitted a chosen set of transmit

antenna is expressed as L =

⌊
log2

(
Nt

Na

)⌋
along with floor

operation, ⌊·⌋. Under the QSM-based implementation, there
exists two transmit antenna vectors where the first transmit
antenna vector corresponds to the real part of a wireless power
symbol and the second one does the imaginary part so the
total number of combinations increases to 2η. Note that since
the emitted WPT waveform does not have any information
component itself rather than active antenna combination so
there is no additional communication transmission over the
existing WPT waveform.

Assuming s is a complex WPT signal, s ∈ C, and its the
real part, ℜ{s}, and its imaginary part, ℑ{s}, are transmitted
separately through the activated antennas over cosine and sine
carriers respectively [17]. Then, the received signal at EH
without any additional artificial noise (AN) can be expressed
as

yEH = hehℜ{s}+ igehℑ{s}+ ne (1)

where heh and geh correspond to channel coefficient matrices
with the size of Na × Neh of the WPT-EH link for the

transmission of ℜ{s} and ℑ{s}, respectively. Herein, Neh

refers to the number of receive antenna at the EH and ne in
(1) is the complex additive white Gaussian noise (AWGN).

In order to increase the secrecy of WPT-IR channels against
eavesdropping activity in a given service area, the WPT can
generate artificial noise (AN) on top of its power transfer
waveforms and add them to existing transmitting signals. In
this way, the jamming signals degrade the received signal
quality at Eve without any damage to the IR when the channel
state information (CSI) knowledge of IR is available at the
WPT which is obtained from the cycle that information receiver
initiates the signaling between the WPT and the IR by sending
request for information packages [13].

For the AN generation, it is assumed that IR has Nr

receive antennas such that Nr < Nt. Then, the singular value
decomposition (SVD) can be implemented as HIR = UΛVH

where HIR is a Nr ×Nt channel matrix with r = rank (HIR)
and V = [v1v2 . . . vrvr+1 . . . vNt

] includes the nullspaces of
HIR, which are V⊥ = [vr+1 . . . vNt

]. Then, the AN-added
WPT waveform can be expressed as

x =

Nt∑
i=r+1

δiviui. (2)

The second term in (2) is the jamming signal obtained from
independent identically distributed (i.i.d.) Gaussian distribution,

ui ∼ CN
(
0, λ2

u

)
along with

Nt∑
i=r+1

δ2i = 1. Since HIR.V⊥ = 0

holds, the generated AN on top of existing WPT waveform does
not affect on the received signal in IR while it leads additional
jamming power in Eve side due to Heve.V⊥ ̸= 0. Then, the
received signal at EH coupled with AN can be expressed as

yEH = hehℜ{s}+ igehℑ{s}+ Hehx+ ne. (3)

Note that the AN is emitted from all available antennas at
WPT so Heh is Nt ×Neh channel matrix where heh and geh
are the subsets of Heh.

B. Harvesting model at EH

Once the WPT transmits power transfer waveforms into a
service area, the EH is expected to convert (1) into DC-output
power thanks to the rectennas. The EH consists of receive
antenna chain along with Neh receive antennas, battery charging
unit, and battery. Herein, the battery charging unit is configured
to establish a link between the receive antenna chain and
battery, wherein the manner in which power is transferred from
the wireless power transceiver is controlled according to the
parameters and/or state information assigned by the power
management unit. Note that the fraction of time exists where
the rectenna cannot perform harvesting since input RF power
lies below certain RF power which is referred as rectenna
sensitivity and after certain received signal power level at
harvester, rectenna saturation power, the harvested energy stays
constant as shown in [18]. After considering these realistic
aspects and harvesting formulation proposed in [19], the output
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Fig. 1: The illustration of proposed IH mechanism where the QSM-based information seeding and information harvesting cycles are implemented along with
Nt = 6 and Na = 2 over a service area WPT, EH, IR, and Eve exist.

DC power can be expressed as a function of the received RF
signal can be expressed as

vout =


0, P t

r ∈ [0,Γin]

β2P
t
r + β4P

t
r
2
, P t

r ∈ [Γin,Γsat]

β2δsat + β4δ
2
sat, P t

r ∈ [Γin,Γsat]

(4)

where P t
r is the received input power at time instant t,

P t
r = |y (t) |2, Γin refers the harvester sensitivity, Γsat

denotes the saturation level and β2, β4 are the parameters
of the nonlinear rectifier model. Since EHs have multiple
receive antennas, DC combining [19] can be utilized where
each branch has its own rectifier so that the total DC output

power can be obtained from
Neh∑
q=1

v2out,q/RL where RL refers

to the resistive load used to determine the output DC power.

C. Decoding mechanism at the IR and the Eve

The goal of the information receiver (IR) is to retrieve the
information mapped into active transmit indices so the IR can
detect the information bits as in the conventional QSM scheme
without performing any symbol decoding. Then maximum
likelihood (ML) procedure can be implemented at the IR as〈

ĥIR, ĝIR

〉
= arg min

hl
IR,glIR,l∈L

|yIR − hl
IRℜ{s} − iglIRℑ{s}|2

(5)
Herein, hl

IR and glIR correspond to the lth potential codebook
channel coefficient set of the WPT-IR link out of L candidates
for real part and imaginary part transmission, respectively.〈
ĥIR, ĝIR

〉
refers the estimated indices of active transmit

antennas at the IR, for example
〈
ĥIR, ĝIR

〉
= ⟨[110] , [011]⟩

implies the 1st and 2nd transmit antennas are active for ℜ{s}
and 2nd and 3rd do for ℑ{s}, respectively.

The similar mechanism can also be adapted to illegitimate
information receivers, so-called eavesdroppers. In that case,
the decoding at Eve can be expressed〈
ĥeve, ĝeve

〉
= arg min

hl
eve,gleve,l∈L

|yeve−hl
eveℜ{s}−igleveℑ{s}|2

(6)

where hl
eve and gleve correspond to the lth potential codebook

channel coefficient set of the WPT-Eve link. The artificial noise
can seriously worsen Eve’s decoding performance.

III. THE SECRECY ANALYSIS

Each transmit antenna set for the real and the imaginary parts

is selected with the same probability,
1

L
. Then, the received

signal at the IR shows the following distribution [20]

Pr (yIR) =
1

L2

L∑
l1=1

L∑
l2=1

1

πσ2
e−

||rIR||2

σ2 (7)

where rIR = yIR − hl1
IRℜ{s} − igl2IRℑ{s}. Then, the mutual

information at IR, IIR (rIR,hl,eff), can be expressed in (8),
which is a special case of [Eq. (14), [20]]. Therein, nIR is the
Gaussian noise at the IR and dr1,r2

l1,l2
is defined as

dr1,r2
l1,l2

= hl2
IR,effℜ{s}+ihl1

IR,effℑ{s}−hr1
IR,effℜ{s}−ihr2

IR,effℑ{s} (10)

where hl
lR,eff = hl1 + · · ·+ hlNa

is the effective channel after
incorporating only active transmit antenna set at the IR [21].
Similar to (7), the received signal at Eve shows the following
distribution [20]

Pr (yeve) =
1

L2

L∑
l1=1

L∑
l2=1

1

πσ2
e−

||reve||2

σ2 (11)

where reve = yeve − hl1
eveℜ{s} − igl2

eveℑ{s}. After taking
into account the existence of the AN at Eve side, the mutual
information at Eve, Ieve (reve,heve,eff), is given in (9), which
is a special case of [Eq. (15), [20]]. Herein, δr1,r2l1,l2

can be
expressed as

δr1,r2l1,l2
=C

− 1
2

ϵ

(
gl2eve,effℜ{s}+ igl1eve,effℑ{s}

)
−C

− 1
2

ϵ

(
gr1eve,effℜ{s} − igr2eve,effℑ{s}

) (12)

where gl
eve,eff = gl1 + · · ·+ glNa

is the effective channel and
Cϵ refers a covariance matrix of interference plus noise term
at Eve, which is,

Cϵ =
λ2
u

Nt − r
Geve

(
Nt∑

i=r+1

vivH
i

)
HH

eve + λ2I. (13)



IIR (yIR,hl,eff) = log2
(
L2
)
− 1

L2

L∑
l1=1

L∑
l2=1

E nIR

[
log2

(
L∑

r1=1

L∑
r2=1

e
− 1

σ2

∥∥∥dr1,r2
l1,l2

+ nIR

∥∥∥2
−
∥∥∥nIR

∥∥∥2
)]

. (8)

Ieve (yeve,hl,eff) = log2
(
L2
)
− 1

L2

L∑
l1=1

L∑
l2=1

E neve

[
log2

(
L∑

r1=1

L∑
r2=1

e
− 1

σ2

∥∥∥δr1,r2l1,l2
+ neve

∥∥∥2
−
∥∥∥neve

∥∥∥2
)]

. (9)

Note that the channel between the WPT and the IR relies on
QSM-based GSSK modulated antenna indices so the capacity
analysis deducts into a capacity analysis for discrete-input
continuous-output memoryless channel (DCMC) [22] and it
might be not straightforward to obtain the closed-form analysis
in most cases. With the existence of Eve in the service area,
the secrecy rate of IH can be expressed as [21]

RIH = max{0, IIR (yIR,hl,eff)− Ieve
(
yeve, gl,eff

)
}, (14)

Note that positive secrecy from (14) implies communication
opportunity on top of existing WPT mechanism even some
information can be leaked to Eve in the service area.

IV. NUMERICAL RESULTS

In this section, we would like to investigate the advantages
of implementing information seeding mechanism which
results from QSM-based IH implementation compared with
GSSK-based IH implementation given in [14]. For this purpose,
the average harvested power at the EH, the secrecy rates at
the IR and bit error rate at IR are used as the performance
indicators.

To comply with the maximum EIRP of specified in FCC Title
47, Part 15 regulations [23], the WPT output power, PT , is set to
36 dBm which is distributed between the generation of the AN
and WPT signals, s and x, according to ρ; λ2

s = (1− ρ)PT and
λ2
u = ρPT . From this aspect, ρ = 0 corresponds to transmitting

the WPT waveform without AN. For the rectenna operation
in the simulations, it is assumed that perfect matching and
ideal low pass filter exist. Also, the pair of {β2, β4} in (4) is
considered as {0.0034, 0.3829}, RL is set to 50Ω [24] and the
operation range of the input power of the rectenna is chosen
based on PowerCast module [18] such that Γin = 10−1.2 mW
and Γsat = 10mW in (4). For complex WPT signal, single
tone 16-QAM and complex Gaussian signaling are considered
as in [3] without incorparating any part of channel information
whereas the CSI-adaptive complex WPT signals as given in
[25] can be applied as well.

A. EH perspective: PAPR and harvested energy

In this subsection, the channels between the WPT and the
EH are modeled with two different Rician parameters, K.
The dominant LoS link corresponds to K = 5 and K = 0
implies Rayleigh fading model and the following path-loss
model is considered; PL [dB] = 35.3 + 37.6 log10 (d), where
d is the distance between the WPT and an EH in meters.To
investigate the effects of adapting QSM into IH mechanism,
the variations of the received the peak to average power
ratio at EH are initially investigated where the WPT has
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Fig. 2: The received PAPR values at EH with respect to Na. The EH is
located d = 5m from the WPT where the dominant LoS link exists (K = 5).
Two different complex WPT signals are used for the proposed IH and IH
mechanism given in [14]; 16-QAM and Gaussian signal.

Nt = 5 transmit antennas and Na antennas are active while
an EH performs harvesting at the distance of deh = 1m
in the service area . For any far-field power transfer, the
characteristic of peak-to-power ratio (PAPR) can give hint
about harvested energy amount. Although low PAPR signals
are always preferred at the transmitter, it was shown in [19]
that high PAPR signals at the input of the energy harvester
can result in more harvested power.

From this aspect, the PAPR values of GSSK-based IH in
[14] and the proposed IH with respect to different Na values
when the dominant LoS exists are illustrated in Fig. 2. To
see the effects of the AN generation at the input of the EH,
three ρ values are considered such that {0, 0.2, 0.4} where
ρ corresponds to WPT transmission without AN. The IR
is assumed to be located dIR = 3m which is related with
AN generation. As it can be seen from the figure that the
proposed QSM-based IH tends to similar received PAPR values
for 16-QAM and complex Gaussian signals. In the 16-QAM
cases, higher ρ introduces higher PAPR whereas the negligible
variations are observed when Gaussian signals are used at
the WPT since the AN signal itself consists of the weighted
summation of independent Gaussian signals so more powerful
AN compensates the portion taken from the power of the
intended WPT signal, s.
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d = 5m from the WPT where the dominant LoS link exists (K = 5). Two
different complex WPT signals are used for the proposed IH and IH mechanism
given in [14]; 16-QAM and Gaussian signal.

Now, the average harvested power at EH is plotted in Fig.3.
For 16-QAM cases, the harvested power at EH is similar in
both IH mechanisms. Note that although similar levels of
PAPR values are observed for each IH mechanim in Fig. 2,
the proposed QSM-based IH yields higher harvested power.
From this aspect, the combination of Gaussian signaling and
QSM-based IH introduces higher average radiated power. In
all cases, higher ρ yields lower harvested power regardless of
the choice of the WPT signal and higher harvested power can
be obtained with higher values Na.
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different waveforms and ρ values where the proposed IH and IH mechanism
in [14] are considered. The IR has four receive antennas and the Eve has three
such that Nr = 4 and Neve = 3
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Fig. 5: The simulated AER at the IR with respect to different SNR = PT /N0

values where the proposed IH and IH mechanism in [14] are considered with
16-QAM waveform over different ρ values. The IR has four receive antennas
and the Eve has three such that Nr = 4 and Neve = 3.

B. IR perspective: Secrecy rate and antenna error rate (AER)

Now, we investigate the potential benefits of the IH from the
IR perspective in terms of the secrecy capacities and antenna
error rates (AER). Herein, the calculation of the AER lies on
comparing transmit antenna array vector and estimated antenna
array vector at IR and Eve. The simulated secrecy rates of
the QSM-based IH mechanism and IH mechanism given in
[14] with respect to Na are given in Fig. 4. Without loss of
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Fig. 6: The simulated AER at the IR with respect to different SNR = PT /N0

values where the proposed IH and IH mechanism in [14] are considered with
Gaussian waveform over different ρ values.The IR has four receive antennas
and the Eve has three such that Nr = 4 and Neve = 3.



generality, the channels of the WPT-IR and the WPT-Eve are
assumed to be unit variance Rayleigh fading channels. For both
WPT waveforms, the proposed IH mechanism outperforms the
IH mechanism given in [14] and 16-QAM waveform yields
better secrecy capacity compared to Gaussian one. In addition,
it is observed that the choice of complex WPT signal has more
impact on the secrecy rate than the one [14].

After seeing the advantages in terms of secrecy capacity
of the proposed IH mechanism, the simulated AER at Bob
and Eve are plotted in Fig. 5 and Fig. 6 when 16-QAM and
Gaussian signaling are used as WPT signal, respectively. Based
on Fig. 3, Na = 4 is assumed to minimize the effects on the
harvested energy amount at EH. As it can be seen from Fig. 5,
implementing (5) and (6) introduces additional complexity in
the decoding the antenna indices so the performance of the
proposed QSM-based IH yields higher antenna error rates at
the IR and Eve in case of that ρ = 0. The advantage of the
proposed IH mechansim can be observed when the AN is
emitted from WPT with ρ = 0.2 where the IR can reach lower
AER values with the proposed QSM-based IH mechanism.

In Gaussian signaling scenario, in order to work with a more
realistic scenario and fair comparison with 16-QAM, a similar
Gaussian frame which has 16 discrete value is repeated by the
WPT during a cycle and the frame is assumed to be known
in the IR and Eve perfectly. Although higher AER values are
observed in Fig. 6 in comparision with 16-QAM cases, the
proposed QSM-based IH mechanism performs better than IH
mechanism in [14] when the AN exists.

V. CONCLUSION

The Information Harvesting (IH) was introduced as a novel
mechanism which enables data communications on top of
existing wireless power transfer over IoT networks. In this
paper, a QSM-based IH scheme is proposed and the results
show that a new mechanism can improve the secrecy of
IH mechanism while increasing the harvested energy in the
EH with a proper choice of complex WPT signal. Also, the
proposed IH mechanism seems having more capability when
combining with physical layer security solutions at the WPT.
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